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Disclaimers:
Involvement in preparatory works
Some (selected) aspects
Thoughts in progress



Background + time travel...



(59) In the digital environment, in particular, the services of intermediaries may
increasingly be used by third parties for infringing activities. In many cases such
intermediaries are best placed to bring such infringing activities to an end.

InfoSoc Directive 2001/29/EC



Liability Liability exemption



”double” horizontal (liability and kinds of information)

3 functions of an information society service provider: ”mere conduit”, 
”caching” and hosting (notice-and-action)

Prohibition of general monitoring obligations (art. 15 ECD)

NB: not about liability (or conditions for 
injunctions...)
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So what's the DSA about?



2000                                2020

Digital Services Act
Rules for intermediary services

E-commerce Directive 2000/31

Rules for information society services
providers

Due diligence obligations

Common framework for enforcement: 
Digital Services Coordinators + Commission

Liability exemption - intermediary services

+ no general monitoring obligations

Mere
conduits

Caching
services

Hosting 
services

Precision on consumers and Good Samaritan
clauseSECTOR 

SPECIFIC 
LEGISLATION



Art. 12 ECD ”mere conduit” Art. 3 DSA

Art. 13 ECD ”caching” Art. 4 DSA

Art. 14 ECD hosting Art. 5 DSA

Art. 6 DSA
"good" Samaritan

1) Liability exemptions



A subsidiarity principle



Non-hosting intermediaries...



Recommendation (EU) 2018/334, point 18: proactive measures:
”Hosting service providers should be encouraged to take, where appropriate, proportionate and specific
proactive measures in respect of illegal content. Such proactive measures could involve the use of 
automated means for the detection of illegal content only where appropriate and proportionate and subject
to effective and appropriate safeguards, (…).”

"Good Samaritan"?



2) Due dilligence obligations
Intermediary services

Hosting services
(incl. platforms)

Online platforms

Very large online platforms

”VLOPs”

Asymmetric
obligations





CUMULATIVE OBLIGATIONS!



Art. 12 DSA (all)

Terms and conditions

1. Providers of intermediary services shall include information on any
restrictions that they impose in relation to the use of their service in 
respect of information provided by the recipients of the service, in their
terms and conditions. That information shall include information on any
policies, procedures, measures and tools used for the purpose of
content moderation, including algorithmic decision-making and human 
review. It shall be set out in clear and unambiguous language and
shall be publicly available in an easily accessible format.

2. Providers of intermediary services shall act in a diligent, objective
and proportionate manner in applying and enforcing the restrictions
referred to in paragraph 1, with due regard to the rights and legitimate
interests of all parties involved, including the applicable fundamental 
rights of the recipients of the service as enshrined in the Charter.



Art. 14 + 15 DSA (hosting)

Notice- and action mechanisms
[a specified process]

3. Notices that include the elements referred to in paragraph 2 shall be
considered to give rise to actual knowledge or awareness for the
purposes of Article 5 in respect of the specific item of information
concerned.

Statement of reasons
[different information; i.a. „information on the use made of automated
means in taking the decision“ + publicly available database!]



Art. 17 DSA (online platforms)

Internal complaint-handling systems
May not be solely taken on the basis of automated means

But: Why only online platforms?



Art. 19 + 20 (online platforms)

Trusted notifiers
Duty to ensure handling of trusted notifier notices (appointed by Digital 
Services Coordinator of MS)); duty to inform if „a significant number of
insufficiently precise or inadequately substantiated notices“ etc.

Measures and protection against misuse
Suspension of recipients of the service „that frequently provide
manifestly illegal content“
Suspension of notifiers (any kind?) that „that frequently submit notices
or complaints that are manifestly unfounded“

But: Why only online platforms?



Art. 26 + 27 (VLOPs)

Basically +45mio users

Risk assessment : significant systemic risks? (e.g. negative effects
for the exercise of the fundamental rights e.g. FoE FoI; or issemination
of illegal content through their services)

Risk mitigation: e.g. adapting content moderation or recommender
systems etc.



Accountability of very large online platforms

Annual
independent
audit covering
compliance with
all obligations and 
Codes of conduct

Risk assessment (yearly):
• Illegal content and 

activity
• Fundamental rights, 

freedom of expression, 
unjustified
discrimination

• Manipulation of their
service (public health, 
electoral processes, 
protection of minors, 
etc)

Risk mitigation measures:
• Adapt services, terms

and conditions
• Prevent advertising

income to infringers
• Change moderation and 

recommender systems
• Codes of conduct

Board publishes
reports on systemic

risks once a year

Commission
guidelines
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Article 29(1) Recommender systems

Very large online platforms that use recommender systems shall set out in their terms and
conditions, in a clear, accessible and easily comprehensible manner, the main parameters used
in their recommender systems, as well as any options for the recipients of the service to modify
or influence those main parameters that they may have made available, including at least one
option which is not based on profiling, within the meaning of Article 4 (4) of Regulation (EU) 
2016/679. 

(...) hosting service which, at the request of a 
recipient of the service, stores and disseminates
to the public information (...)

Systemic risk? (news vs. 
entertainment etc.?)

EDPS: rather an opt-put?



And much more...
e.g. online advertising transparency (platforms) and advertising repositories 
(VLAPs)

Enforcement: Mix of national and EU (Commission, European Board of Digital 
Services)





Summarising (my 5cts)



A regulation!
Good Samaritian: opening the doors for (more) pro-active
Transparency / due dilligence (e.g. VLOPs)
[Enforcement]

The good "old"
Principles remain! (focus on illegal information, gradual conditions, 
prohibition of general monitoring, liability exemption mechanism...)

The "new" stuff

Scope: What will the internet look like in 20 years?
More or less „private“ enforcement by (big) tech – enough safeguards?

Things to consider...

But: "the devil is in 
the detail"
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